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Objective of this paper

The objective of this paper is to present an overview of IMPS and lay the groundwork for the development of Wireless Instant Messaging and Wireless Presence standards.

There is currently no open standard for Instant Messaging and Presence and the need of such standard can’t be overvalued.

We believe that IMPS is a an extremely valuable service and contains features that will not only facilitate a rich messaging environment but will also be an enabler for a wide range of  value added services linked to all forms of wireless communications, e.g. voice, conferencing, video and multimedia messaging etc. 

Current state of standards development

Instant Messaging and Presence, in the fixed network, is currently implemented across the various Instant Messenger systems on the Internet, such as AOL IM, ICQ, MS Messenger, Yahoo! IM, etc. There are more than 100 million users registered in those systems, which is close to the whole population of the Internet.

But, there is currently no open standard for Instant Messaging and Presence.

Proprietary technology and litigation are being used in the IM domain to restrict open communication. Proprietary standards have become a competitive weapon to secure market share.  Requiring communities to adopt a specific proprietary technology in order to interoperate conflicts with what we have learned about open standards. Open standards for IMPS must  be developed if this technology is to be adopted as a ubiquitous application both in the wireless and fixed networks.

The Internet community is trying to change the situation but unfortunately, the IETF has not been able to reach consensus regarding Instant Messaging and Presence Protocol for the fixed network. However, the IETF IMPP Working Group has produced a set of requirements for the IMPP system (RFC 2779) and the IMPP model (RFC 2778).

Several of the leading companies in Instant Messaging (AT&T, Excite@home, iCAST, MSN, Odigo, Phone.com, Prodigy, Tribal Voice, and Yahoo!) have come together to form a new coalition called IMUnified in order to forge a working interoperability solution. Unfortunately, the proposed solution is only considered an interim solution until the IETF creates a new standard. (‘IMUnified will strive to implement open standards-based interoperability for instant messaging as these protocols emerge from the IETF standardization process.’ – quote from IMUnified web site.) 

What are the key features of Instant Messaging?

Two major features combined together define and differentiate IM today:

· Presence (or user status, availability, etc.) 

Presence is basically about the presentation to a user of a group of one or more individuals who are currently in a position to be contacted.  It does not however, necessarily indicate that each member of the group is actually willing to accept a communication request.  

It is important to note that presence information is not just on-line status, but may be much more complex.  In fact, it is an aggregation of user status and network presence. Consider the following examples:

1. A user of the system can explicitly express his status:

a. State, (e.g. busy, on another call, on meeting, etc.)

b. Location, (e.g. home, at the office, etc.)

c. Willingness to accept communications, (e.g. available, do not disturb, etc.) 

d. Preferred medium, (e.g. voice, short messages, MM, video, etc.)

User status information generally requires user participation in the process. 

2. Under network presence we understand it to be the presence of client device on the network.  The client device can be:

a. Switched on or off 

b. Within the RF coverage or not.

c. Type of coverage (2G, 2.5G, 3G, )

d. In home network or roaming.

Network Presence indicates the physical possibility to establish communications and can be obtained from the network without human intervention. Network Presence is mostly applicable to wireless networks and is essential in order to provide consistent and up to date Presence information.

· ‘Instant’ delivery of short messages.
Note, instant delivery really depends on the speed of connection, but in most cases delivery time is very short and from the user perspective instantaneous.

Presence information allows the provision of  a rich set of advanced communication services. At the same time there is an increased risk that the user’s privacy may be compromised. Any presence system must provide adequate mechanisms for users to control who, how, and when access to their presence information may be obtained. Consequently, access control is another vital  feature of the presence service.

IMPS as an integral part of enhanced services (use cases)
Avoid playing ‘voice tag’

It is a common experience that when trying to contact a person, you have to leave a voice mail.  Invariably, when the called party gets to return the call all they get is your voice mail and hence a game of ‘voice tag’ begins.

A Presence subscriber can avoid this scenario as he can see the status of the party he is trying to reach. Based on that information, he can place a call, send a short or multimedia message, or leave a voice message.  In addition, he could be immediately notified when his called party became available (in general or for a particular kind of communications such as voice or just chat, etc.). 

If Presence becomes a ubiquitous service, subscribers would tend to check the communications state of the called party before establishing communications whether they normally subscribed to them or not. Knowing in advance what the person’s communications state was and the methods of communication for which they were available could alleviate the irritation of constant busy signals.

Chat or Instant Conferencing

If a Presence subscriber could see that all principals in a potential conversation were on-line, she could start a chat session or immediately invoke a conference call.

A Presence subscriber could see that two of her friends are involved in a conversation. She could immediately request permission to join the call. If permission were granted, it would become a conference call.

Multiple client devices 

In the fixed network IM systems of today you cannot be available/online from more than one computer at a time.  However, with wireless devices there situation is different as a user may want to show presence on more that one device at a time.

For example, a user may be in the office with access to a desktop computer while at the same time may want to be available for voice calls on their mobile and instant messages on a two-way pager. 

Elements of Instant Messaging and Presence Service
A lot of groundwork was done by IETF IMPP working group. Please refer to RFC 2779 and 2778 respectively for a complete description of the requirements and model proposed by the IETF.

According to the IETF model, Presence and ‘instant’ delivery of short text messages should be treated as separate services. We share that point of view. However, in our opinion, these services are greatly complimentary to each other and should be subject to a single standard.

An of outline basic attributes of Instant Messaging and Presence Services is as follows:

1. Presence service

a. A method for people to keep the system apprised of their presence
b. A method for people to subscribe to the presence of others and to be notified of changes of their presence information
e. A method for the system to store subscriptions

c. A method for subscriptions and notifications to be routed appropriately

d. A method that requires authentication of peoples' identity in order to avoid abuse and fraudulent use

f. A method to ensure privacy allowing people to be selective about the types of Presence information they provide and to whom they provide that information.  This consent could be, for example:

i. Specific – you could consent to subscriptions of specific individuals, or define specific communications states that you would send in a given time or situation

ii. General – sending limited communications state notifications to anyone

iii. Implicit – you could consent to the subscriptions of members of a clearly identified group

2. Messaging service

a. A method for people to send and receive short messages with very short delivery time

IMPS framework

The following diagram outlines the generic IMPS framework:
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Systems A and C illustrate two different implementation methods for wireless operators.  System B represents what is found today on the internet.

Note: System C does not have IMPS server but it still can provide Instant Messaging and Presence Services using the server provided in system B.  Moreover, system C can accommodate foreign clients from system A.
1. IMPS Client

· Interacts with the end-user

· Supports connection to the IMPS Relay using Device-to-Gateway protocol

2. IMPS Server

· Authenticates users of the system 

· Maintains and distributes presence information

· Maintains and executes access control

· Distributes user’s short messages

3. IMPS Relay

· Authenticates IMPS server(s) or IM system(s)

· Routes client connections to appropriate IMPS server(s) or IM system(s)

· Provides aggregated presence information 

· Converts from Device-to-Relay Protocol to Relay Access Protocol

4. Relay Access Protocol

· Multiplexing protocol which allows connect IMPS Relay to IMPS server(s) or IM system(s). Relay Access Protocol uses limited number of multiplexing connections to deliver IMPS content.

5. Device to Relay Protocol

· Client to server protocol, which allows the delivery of  IMPS content through the wireless infrastructure. Device to Relay Protocol could be implemented over different bearer protocols.

Following are examples of implementation of IMPS over different bearers

IMPS over SMS
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NOTE: Time to live of SMS messages should be set for feasible short period of time (for example, 3 min.)

IMPS over WAP
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IMPS over GPRS
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Recommendations

1) 3GPP take the lead in developing open standards for a Wireless IMPS and liaise with external groups such as the WAP forum and  IETF IMPP as appropriate.

2) 3GPP should develop the standards is a staged approach beginning with simple presence (User status) and chat, adding 'Network presence' followed with full MMS and Voice integration. 
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